
   

1. PROTECTION OF PERSONAL DATA 

From the 25th of May 2018, the “General Data Protec:on Regula:on” (EU Regula:on of the 27 

April 2016, n. 659) became directly applicable.  

The Italian Legislator has provided, through the d.lgs 10 October 2018, n.101, to adapt to the GDPR 
the rules contained in the “Privacy Code” (d.lgs 30 June 2003, n. 196 – Code on protec:on of 
personal data). 

The DATA SUBJECT to the processing is the natural person to whom the PERSONAL DATA refers, 
that is any informa:on concerning a natural persona iden:fied or iden:fiable directly or indirectly, 
with par:cular reference to an iden:fier such as the name, an iden:fica:on number, loca:on data, 
an online iden:fier or one or more dis:nc:ve elements of its physical, physiological, gene:c, 
psychological, economic, cultural or social iden:ty; 

OCCAM undertakes to process the personal data of the data subject in compliance with the 
relevant legisla:on so that they are:  

a. handled lawfully, correctly, and transparently; 

b. collected for specific, explicit and legi:mate purposes; 

c. appropriate, relevant, and limited to what is necessary for the purposes for which they are 
processed; 

d. accurate and updated if necessary; 

e. kept in a form that allows the iden:fica:on of the data subject for a period of :me not 
exceeding the achievement of the purposes for which they are processed; 

f. treated in such a way as to ensure adequate security, through appropriate technical and 
organisa:onal measures, from unauthorised or unlawful processing and from accidental 
loss, destruc:on or damage. 

1.1.Iden4ty and contact details of the data controller and DPO 

Pursuant to art. 4 of the GDRP, the DATA CONTROLLER is the natural or legal person, public 
authority, service or other body that, individually or together with others, establishes the purposes 
and means of the processing of personal data. 

We therefore inform you that 

   



   

The Data Controller is OCCAM (Observatory on Cultural and Audiovisual Communica4on in the 
Mediterranean and in the World) with registered office in via Privata Duccio di Boninsegna,21 /
Floor 2, 20145 Milano MI. 

1.2.Data Protec4on Officer  

OCCAM has appointed a Data Protec:on Officer (DPO) as a natural person with informa:on, 
advice, and surveillance func:ons regarding the applica:on of the GDPR, as well as coopera:on 
and contact point with the Supervisory Authority (Data Protec:on Authority).  

If you have any ques:ons about this Privacy Policy, you can contact our Data Protec:on Officer at 
dpo.occam @gmail.com. 

2. PURPOSE AND LEGAL BASIS OF PROCESSING 

OCCAM, in the scope of the ins:tu:onal ac:vi:es of research, communica:on, coopera:on and 
development of e-services carries out the processing of personal data mainly related to users 
(Service Users, Service Providers, and the Administra:on) which use the free services that OCCAM 
provides during its ac:vi:es. The data processed can be: 

1. Personal data voluntarily provided by the user: we collect personal informa:on about the 
user when ac:vely provided, for example when the user signs up to create a personal 
account on the Website and/or App or when the user contacts us for informa:on about our 
services. 

2. Contact and profile informa:on: personal informa:on, such as name and surname, email 
address, telephone number, FFRU reference, na:onality, when signing up on our Website 
and App, the subscrip:on to our mailing list or the crea:on of the personal area. 

3. Technical informa:on and opera:onal data: informa:on on plots, opera:onal data, 
loca:on, and technical means data. 

4. Loca:on Data: we can approximate the user’s loca:on on the basis of IP Address. 

The legal basis for processing, as appropriate, may be established:  

• from the need to perform "a task in the public interest [...]" (Art. 6. 1e GDPR); 

• from the need to "fulfill a legal obliga:on to which the data controller is subjected"; (art. 6. 
1c GDPR) 

• from the need of "execu:on of a contract of which the interested party is a party or the 
execu:on of pre-contractual measures taken at the request of the same"; (Art. 6. 1b GDPR) 

• from the need to pursue the "legi:mate interest of the data controller or third par:es (...)". 
(art. 6. 1f GDPR) 

   



   

• from the consent expressed by the subject party "to the processing of its personal data for 
one or more specific purposes" (art. 6. 1a GDPR) 

2.1.Why do we process the user’s personal data? 

Personal data of users are processed to:  

a. Provide basic services by using the PLANTHEAD Digital PlaSorm: 

To allow the user to use the basic services (cul:va:on support, tools and IoT, repor:ng) - 
available for free – by using our digital plakorm. 
Legal basis of processing: the provision of the basic service by EWA-BELT and the fulfilment 
of contractual obliga:ons towards the user. 

b. Ensure professional services based on the specific needs of users: 

To ensure that the stakeholders of the EWA-BELT project who consult the PLANTHEAD 
plakorm receive e-services that allow to make digital and sustainable all the best prac:ces 
in the field of food security. 
Legal basis of processing: the provision of professional and personalised services by EWA-
BELT and the fulfilment of contractual obliga:ons towards the user. 

c. Answer ques4ons and fulfill user’s requests:  

To answer to requests, complaints and sugges:ons concerning phytopathological 
diagnoses, our App, and our services, which the user sends by using the appropriate form. 
Legal basis of the processing: our legi:mate interests to handle, in an appropriate and 
:mely manner, the user’s requests, complaints and sugges:ons concerning the Website.  

d. Ensure the technical func4oning of the Website and the App: 
 
We collect and use the user’s personal data to technically manage the Website and the App 
and ensure that they work properly. 
Legal basis of processing: our legi:mate interests to ensure the proper func:oning of the 
Website and the App from a technical/IT point of view. 

   



   

e. To inform the user about changes to the terms and condi4ons of use of the Website and 
App and to provide this Privacy Policy: 

To submit informa:on about changes to the terms and condi:ons of use of the Website 
and the App and to provide this Privacy Policy. 

Legal basis of processing: our legi:mate interest to inform the user well in advance about 
the entry into force of such changes. 

f. Compliance with legal obliga4ons:  

To comply with our legal obliga:ons, under orders of government authori:es that may also 
include provisions from government authori:es outside your country of residence, when 
we reasonably believe that we are obliged to such communica:ons and when the 
disclosure of your personal data is strictly necessary to comply with such legal obliga:ons 
or government orders. 

Legal basis of processing: compliance with our legal obliga:ons. 

g. Preven4ng fraud and abuse: 

We will use informa:on about fraudulent or criminal ac:vi:es related to the use of our 
services for the purpose of detec:ng and preven:ng fraud or abuse. 

Legal basis of processing: our legi:mate interests to protect our organiza:on from 
fraudulent ac:vi:es. 

h. Legal protec4on of our interests: 

To enforce under the law our terms and condi:ons contractual terms and condi:ons, 
protect our rights, privacy, security, or property, and/or that of our affiliates, and allow us 
to pursue available legal remedies or limit any eventual damages at our charge. 

Legal basis of processing: our legi:mate interests to protect our organiza:on under the law. 

2.2.Informa4on on the processing of personal data 

   



   

In compliance with Ar:cles 13 and 14 of the GDPR, the Data Controller provides specific 
informa:on to data subjects. 

Specific informa:on, pursuant to Ar:cles 12, 13 and 14 of the GDPR, details to the data subject the 
informa:on related to:  

•the contact details of the Data Controller and the Data Protec:on Officer; 

• the purposes of processing; 

• the categories of data processed; 

• the legal basis for processing; 

• the nature of the data provision; 

• the data source; 

• the modali:es of the processing; 

• the categories of data recipients; 

• the data reten:on period; 

• the rights of data subjects. 

In the Informa:on sec:on, the main informa:on on the processing of personal data is available. 

2.3.Rights of the data subject 

The subjects to whom the personal data refer have the right at any :me to obtain the valida:on of 
the existence or not of the data and to know the content and origin, verify their accuracy or 
request their integra:on, upda:ng, rec:fica:on and in par:cular: 

• Right of access (Art. 15 GDPR). The right to obtain access to personal informa:on about the 
user along with some related informa:on; 

• Right of rec4fica4on (Art.16 GDPR). The right to obtain the rec:fica:on of personal data 
without undue delay if the personal data are inaccurate or incomplete. 
One has the right to request the erasure, limita:on of processing, the transforma:on into 
anonymous form or the blocking of data processed in viola:on of the law, as well as to 
object in any case, for legi:mate reasons, to their processing, namely: 

• Right to erasure (Art.17 GDPR). The right to obtain the erasure of your personal data 
without undue delay in certain circumstances, such as if the personal data are no longer 
necessary and are related to the purposes for which they were collected or processed; 

• Right to restric4on of processing (Art.18 GDPR). The right to obtain, in specific 
circumstances iden:fied by the applicable law, a limita:on of the processing of data for a 
certain period of :me, for example when you contest the accuracy of personal data, for the 
:me necessary to verify them. 

   



   

• Right to data portability (Art.20 GDPR). The right to receive personal informa:on in a 
common format and to have it transferred to another data controller; 

• Right to object (Art.21 GDPR). The right to object, on grounds rela:ng to your par:cular 
situa:on, to the processing of personal data 

FOR PROCESSING BASED ON CONSENT, the data subject has the right to withdraw consent at any 
:me, without prejudice to the lawfulness of the processing based on the consent given before the 
withdrawal (art. 7 c.3 GDPR). 

Rights can be exercised by contac:ng the Data Controller and/or the Data Protec:on Officer at the 
following addresses: 

• e-mail: occam@occam.org  

• by post, at OCCAM (UN-Affiliated Observatory on Digital Communica:on) 

  

     2.4 How long do we retain personal data? 

We intend to retain the user’s personal data for as long as the data subject has not requested 
erasure. 

EWA-BELT undertakes, in accordance with the terms of service indicated on our Website and on 
our App, to keep the data provided by the user and to make them available for processing through 
the tools offered by our services. 

EWA-BELT reserves the right to store anonymized, thus aggregated customer informa:on for 
sta:s:c and scien:fic use aimed at improving the services provided on the basis of a legi:mate 
interest. If the user requests the erasure of the informa:on, it will be deleted from our archives, 
prior verifica:on of the existence of condi:ons preven:ng the erasure of the same. 

2.5 What transfers can we make? 

We may disclose some of the user’s personal data and informa:on for IoT research and 
development purposes. In addi:on, for some of the processing men:oned above, we may use 
partners that are located outside the territory of the European Union. Under these circumstances, 
we ensure that the transfer of data outside the EU will take place in accordance with the applicable 
legal provisions by s:pula:ng, if necessary, agreements that guarantee an adequate level of 
protec:on and/or by adop:ng the standard contract terms established by the European 
Commission. 

2.6 How do we protect the user’s personal data? 
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Informa:on security is very important to us, and we have put in place safeguard measures to 
preserve the integrity and security of the informa:on we collect and share with our Website and 
App providers. 

However, no security system is impenetrable, and we cannot guarantee the safety of our systems 
to 100%. In the case that any informa:on under our control is compromised due to a security 
breach, we will take reasonable measures to inves:gate the situa:on and, where appropriate, 
no:fy persons whose informa:on may have been compromised and take other measures, in 
accordance with applicable laws and regula:ons. 

2.7 Cancella4on of services 

To unsubscribe from the Website and/or the Plakorm, the user must click on the unsubscribe link 
and follow the instruc:ons or change the preferences in the personal area. 

In case of problems, please send an e-mail to: occam@occam.org  

2.8 Applicable law 

This Privacy Policy is governed by and will be interpreted in accordance with the provisions and any 
other mandatory legisla:on applicable in the European Union. 

2.9 Complaint to the Supervisory Authority   

The interested party has the possibility to lodge a complaint with the Data Protec:on Authority, 
which can be contacted at hqps://www.garanteprivacy.it/. 

3. TERMS & CONDITIONS OF THE SERVICE  

3.1.Terms of use of the service offered 

This document governs the terms and condi:ons ("Terms and Condi:ons") of access and use by 
users ("Users") of the service, in the manner specified below, ("Service") offered by OCCAM 
(Observatory on Cultural and Audiovisual Communica:on in the Mediterranean and in the World) 
with registered office in via Privata Duccio di Boninsegna, 21/Floor 2, 20145 Milan, C.F. 
97272260155 ("OCCAM") through the digital plakorm used by Users through a mobile applica:on 
("App") or the website available at hqps://www.ewabelt.eu/ ("Site") owned by the EWA-BELT 
Consor:um. 
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Terms and Condi:ons define the rela:onship between EWA-BELT and its Users and apply to any 
contract signed by the Par:es for the provision of the Services offered by the Provider ("Contract") 
that cons:tutes the en:re agreement between the Consor:um EWA-BELT and its Users and that 
can be improved by registering via App or Site. 

The user acknowledges that these Terms and Condi:ons of Use only set out the terms of the 
Agreement between the Provider and the User and do not refer to the rela:onship of the user 
with any other provider. 

The current version of the Terms and Condi:ons contains only the terms and condi:ons applicable 
to EWA-BELT’s rela:onship with the user. 

If any part of the Agreement cannot be enforced, it will in no way affect the lawfulness, validity, 
and effec:veness of the rest of the Terms and Condi:ons of Use. 

If the user does not comply with the Terms and Condi:ons and EWA-BELT does not take immediate 
ac:on, this does not mean that EWA-BELT has waived any rights and may s:ll act in future. 

EWA-BELT may from :me to :me review these terms of use, but the most current version will 
always be at hqps://www.app.ewabelt.eu/. 

For any ques:on about these terms of use, it is possible to contact OCCAM at info@ewabelt.eu or 
at occam@occam.org  

3.2 Defini4ons  

Except for terms defined elsewhere in the Agreement, the following terms and expressions have 
the following meanings: 

3.2.1 "App" means the mobile applica:on known as "PLANTHEAD Plakorm" that is made 
available by EWA-BELT through the web. 

3.2.2 "Data" means all informa:on that can be traced back to the User and the use of the 
Service. This informa:on also includes Personal Data. 

3.2.3 "Personal Data" means informa:on that iden:fies or makes iden:fiable, directly or 
indirectly, a natural person and that may provide informa:on about his or her 
characteris:cs, habits, lifestyle, personal rela:onships, state of health and economic 
situa:on as indicated by art. 4 Reg. (EU) 2016/679. 

3.2.4 "Supplier" means the EWA-BELT consor:um of which OCCAM is a part, owner and 
operator of www.ewabelt.eu and the PLANTHEAD Plakorm sorware, in whatever form 
(web app, mobile app or any other form). Within this document the terms "Supplier" and 
"Consor:um" iden:fy the same subject. 

3.2.5 "Hardware" means electronic "IoT" systems aimed at the collec:on of environmental 
or mechanical data and their transmission to the User and to EWA-BELT with the sole 
purpose of providing the User with targeted services; actuators for the remote control of 
agricultural systems. 
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3.2.6 "Service" means the remote access and use by the User of management programs 
made available and managed by the Provider including informa:on services, alerts, 
sugges:ons, repor:ng, communica:on that are offered using data collected through 
sorware, hardware and channels created with EWA-BELT partners. 

3.2.7 "Socware" means a set of tools developed by EWA-BELT to enable or facilitate ac:vity 
logging, digital tracking, ac:vity management and research support opera:ons. 

3.2.8 "User" means the person who will use the Service offered by EWA-BELT. 

3.3 Descrip4on of the service  

3.3.1 EWA-BELT, as part of its business, produces and offers to users, on its own and 
through the partners of its consor:um, through a cloud-based informa:on technology 
plakorm ("Plakorm") of solu:ons to support farmers, for phytopathological diagnosis and 
for the crea:on of a shared knowledge on food security and best prac:ces in sustainable 
intensifica:on. 

3.3.2 EWA-BELT, as a licensee of the Plakorm, will not charge for access to the Service. 

3.3.3 The Service allows the processing of informa:on provided by the User in order to 
improve the management of its agricultural ac:vity. All informa:on collected will be used in 
the interest of the User in order to give useful tools for the management of their ac:vi:es. 

3.4 The registra4on process 

Registra:on for the Service takes place through the Site or the App and requires acceptance of 
these Terms and Condi:ons. 

To use the Sorware, Hardware and Service of EWA-BELT, the User must provide a set of data and 
informa:on in order to be able to make use of the resources offered by the Supplier. The User 
agrees not to impersonate another person or en:ty, not to use fic::ous names or provide 
incorrect informa:on related to his connec:on with persons or en::es. 

At the :me of registra:on, the User provides the Plakorm with some data through the forms on 
the Web site or on the App, such as: 

• Personal iden:fica:on and personal data (e.g., first name, surname) 

• Contact informa:on (e.g., e-mail address and telephone number) 

• Geoloca:on data (such as the unique system iden:fier used by the User or the connec:on 
IP address). 

In order to use the Service, the User undertakes to: 

• provide the informa:on requested during the registra:on process ensuring that it is up-to-
date, complete and true ("Registra:on Data"); 

   



   

• promptly and constantly update the Registra:on Data so that they are always current, 
complete and true. 

If the User provides false, inaccurate, outdated, or incomplete informa:on, or if the Provider 
considers, on its own discre:on, that the informa:on provided by the User is false, inaccurate, out 
of date or incomplete, however, the laqer shall have the right to disable the User’s account 
temporarily or permanently and to prevent the user from any subsequent use of the Service. 

The User agrees that if the same provides false, inaccurate, not current or incomplete informa:on 
or if the Provider considers, on the basis of its own discre:onary assessment, that the informa:on 
provided is false, inaccurate, not current or incomplete, the Provider shall have the right to make 
the effec:veness of the Agreement to the verifica:on of the men:oned data, giving no:ce to the 
User by e-mail. 

The User is solely responsible for the upda:ng of Data and informa:on and acknowledges as of 
now that the Provider cannot be held responsible for any consequences arising from the failure to 
update. 

The User acknowledges that the creden:als to access the Plakorm are personal and confiden:al 
must keep them secret, not share them with anyone and not allow third par:es to access the 
Plakorm and the Service with their creden:als.   

The User acknowledges that the sharing of his creden:als results in a viola:on of the Terms and 
Condi:ons. 

3.5 Limits of service  

The Provider has the final right of decision regarding the gran:ng of access to services to the User. 

The Provider reserves the right to refuse the request for services from Users, without having to 
provide explana:ons. 

The Provider reserves the right to restrict or withdraw access to the EWA-BELT Plakorm and its 
services in the case of any misuse by the User. 

Without prejudice to the commitment to provide the Service with reasonable care and diligence 
and to the best of its ability, the ac:vi:es of the Provider shall be regulated in the following ways:  
a) the Provider does not guarantee that the Service will not be interrupted and/ or modified due to 
rou:ne maintenance or renewal of equipment or sudden failures of the Plakorm; b) the Provider 
shall ensure that it employs the best technologies known to it in all maqers rela:ng to the security 
of the User’s data. 

The Provider and the User mutually acknowledge the fact that the above-men:oned suspensions 
or disconnec:ons are necessary by the type of services provided by the Provider and that, 
therefore, the same cannot be held in any way responsible for the temporary disabling of services. 

The User acknowledges that the Provider is in no way responsible for the possible inaccessibility or 
opera:on of the Service due to malfunc:ons of the Internet network and/or connec:on to it. 

   



   

The User agrees that the en:re risk arising from his decision to use the Service and any other 
service requested in connec:on with it shall remain solely at its own expense, to the extent 
permiqed by applicable law. EWA-BELT does its best to ensure that all elements of the Service that 
require an Internet connec:on are always available to the user. 

However, due to the very nature of the Internet and technology, such features of the Service may 
not be available if there is the need to undertake scheduled or emergency maintenance on EWA-
BELT systems. 

3.6 Commitments by the User  
 
a) The User agrees to use the Service, IoT Devices and the Plakorm in accordance with the Terms 
and Condi:ons.                                                                                                                                       

b) The User is responsible for any damage ensuing and/or resul:ng from and/or linked from its use 
to the Service and/or IoT Devices and/or the Plakorm and will hold the Provider harmless in the 
case the laqer suffers damage from the use of the User. 
c) The User guarantees that the use of the Service and any material entered through the Service 
does not violate any law of Italy, of the European Community and of its country of origin. In 
par:cular, the User warrants that such material does not violate or infringe any copyright, 
trademark, patent, or other legal or customary right of third par:es. 
d) It is expressly forbidden to use the Service to contravene or to violate in a direct or indirect way 
the laws of the Italian State or of any other State of the European Union or of the countries of the 
users, including materials, documenta:on or computer programs that may provide informa:on or 
support for such viola:ons. In case of contraven:on of the indicated prohibi:ons, the Provider will 
suspend the Service. 
e) The User is also responsible for the choice and use of any other type of program, machine or 
service he will use to use the Service and the Plakorm, as well as for the regular upda:ng of the 
opera:ng systems concerned with the op:mal func:oning of the programs themselves. 
f) The User declares and warrants: 

f.1. not to aqempt to circumvent, disable, compromise or interfere in any way with the security 
features of the Service; 

f.2. not to modify, interfere, intercept, interrupt or "hack" the Service;  

f.3. not misuse the Service by knowingly introducing viruses, trojans, worms, logical bombs or 
other materials that would damage the Service or any equipment used by EWA-BELT to provide 
the Service; 

g) It is the User’s sole responsibility to have adequate technical and opera:onal prepara:on both 
for the general use of the Service, IoT Devices and the Plakorm, and as regards the knowledge of 
the procedures to be carried out with par:cular reference to the opera:ng procedures required by 
the programs. 

h) The Service is for the exclusive use of the User and is not extendable and/or transferable to third 
par:es, being they natural and/or legal persons.                                                                             
   



   

i) The user may not sell or otherwise make available the Service, any part of the Service or any 
content made available through the Service to others.                                                                           

j) Failure to comply with this paragraph 3.6 "User Commitments" cons:tutes a serious breach of 
the Agreement and may result in the adop:on of all or any of the following ac:ons (with or 
without no:ce): 

j.1. immediate, temporary or permanent revoca:on of the user’s right to use the Service; 

j.2. immediate, temporary or permanent removal of any User content; 

j.3. sending a warning to the User; 

j.4. legal ac:on towards the User, including claims for reimbursement of all costs (including, 
but not limited to, reasonable administra:ve and legal costs) arising from the breach; or 

j.5. disclosure of such informa:on to law enforcement as reasonably deemed necessary by 
EWA-BELT. 

k. The responses described in paragraph j are not complete and EWA-BELT may take any other 
ac:on it deems reasonably appropriate. 

3.7 Limits of liability by the Provider  

The User acknowledges and recognizes that no liability can be aqributed to the Provider: 

1. concerning the suitability or adequacy of the Service, IoT Devices and/or Plakorm in 
rela:on to the achievement of specific objec:ves or results by the User; 

2. in case of economic, commercial, direct or indirect damages of any nature that the User 
may, or third par:es may, in rela:on to or depending on the use of the Service, IoT Devices 
and/or the Plakorm; 

3. for direct or indirect damages of any nature that the User may, or third par:es may, in any 
way, in connec:on with or dependent on this Conven:on, including those resul:ng from 
the use, or non-use, of the procedures and errors thereof; 

4. in case of non-use of the Service, IoT Devices and/or the Plakorm by the User. 

In any case, the Provider may provide third par:es with informa:on in an aggregated and 
anonymous form that does not iden:fy the User. For more informa:on about the processing of 
personal data by EWA-BELT, please refer to the Privacy Policy of the Provider’s website and app. 

The Provider shall not be liable in any way for any damages caused by third par:es using the 
Service, including, but not limited to, persons who commit infringements of intellectual property, 
defama:on or any other ac:on against the User. 

Provider shall not be liable for any delay or non-performance of the Service resul:ng from causes 
that are beyond its reasonable control as caused by major forces or other circumstances which go 
beyond the reasonable control of the Party, including, but not limited to, fires, floods, earthquakes, 
natural disasters or other causes of major force, terrorist aqacks, rebel aqacks, civil unrest, 
   



   

embargoes, government ac:on or similar, general strikes, lockouts, embargoes and public 
authority orders. 

3.8 Use of the License  

Provider grants the User a limited, non-exclusive license for the use of PLANTHEAD Plakorm, which 
excludes all ownership rights. 

Each EWA-BELT App (web or mobile) is downloaded and installed under the same non-exclusive 
license. 

The provision of services by the User to third par:es using all or part of EWA-BELT is prohibited 
unless the Provider has given wriqen consent. 

The User is not authorized to sell or offer, in any form, all or part of the Provider’s Service to 
anyone. 

Aqempts of copying, completely or par:ally, or of reverse-engineering any sorware, hardware or 
service of the Provider are strictly prohibited, except with the Provider’s wriqen consent. 

The use of the Sorware, Hardware and/or Service of the Provider implies the full responsibility of 
the User not to infringe any intellectual property of the Provider. 

The User is expressly prohibited from accessing the EWA-BELT plakorm through a VPN or proxy 
server. 

It is the User’s obliga:on to inquire about the terms of use and privacy policy applied by third-
party service providers. 

The Provider shall not be liable for any damage or loss resul:ng from the use of content, products 
or the Service made available on or through third-party portals. 

The User may not engage in any ac:vity to use the EWA-BELT logo, to impair or weaken the rights 
of the Brand Provider and to claim trademark rights. 

3.9 Contents  

When the User sends content through the Plakorm, he guarantees and assigns to the Provider and 
its partners and representa:ves the possibility, un:l withdrawn in wri:ng, of using the same for 
analysis, storage and crea:on of content related to the provision of the Service. 

Provider reserves the right to add, modify and delete any content to/from its products and 
services. 

Provider does not exercise any control over third-party sites or on the contents of the services 
provided by it or on the policies adopted by them in their provision. Access to such third-party 
sites or content is at your own risk and you should always read the third-party terms of use and 
privacy policy before using it. 

   



   

3.10 Rights of use and intellectual property  

All components, content and design details related to the Service and the Plakorm are property of 
the Provider and/or the Group to which it belongs and subjected to intellectual property and 
trademark rights. The User agrees not to copy, reproduce, modify, prepare deriva:ve works, 
distribute, grant, transfer, publicly display, publicly perform, broadcast, stream, broadcast over the 
air or otherwise exploit the content, informa:on and materials contained in the App or related to 
the Service or to decompile, decode or disassemble the contents, informa:on and materials 
contained in the App or related to the Service or its systems or networks, except as permiqed by 
applicable law and unless the Provider gives its wriqen consent. The User undertakes not to access 
the Service through an interface other than that provided or authorized by the Provider. 

The User also undertakes not to link, duplicate or frame any part of the content, informa:on and 
materials reported on the Apps or related to the Services, to use programs or scripts in order to 
extract, index, analyze, or otherwise derive data from any part of the content, informa:on, and 
materials contained in the App or related to the Service or unduly burden or hinder the opera:on 
and/or func:onality of any aspect of the App and/or the Service or its systems or networks. 

The User is expressly prohibited from aqemp:ng to obtain unauthorized access or to compromise 
any aspect of the content, informa:on and materials contained in the App or related to the Service 
or its systems or networks of EWA-BELT. 

The use of the sorware downloaded from the website is allowed only in compliance with the 
license rules issued by EWA-BELT. 

The Service may only be used by persons over the age of 18. The Provider assumes no 
responsibility for the use of the Service by minors. 

3.11 Updates  

OCCAM is constantly upda:ng and improving the Service to try to find ways to provide users with 
new and innova:ve features and services. Improvements and updates are also made to reflect 
changes in technologies, behaviors, and the way the Internet and the Service are used. 

For this purpose, the user may need to update, reset, stop offering and/or support a certain part of 
the Service or a func:on related to the Service ("Changes to the Service"). These changes to the 
Service may affect the user’s past ac:vi:es on the Service, the features used, and the user’s 
Contents ("Service Elements"). Any changes made to the Service may result in the dele:on or reset 
of the user’s Service items. 

The User agrees that a key feature of the Service is that changes will be made to the Service itself 
over :me and this principle is one of the pillars on which the user’s access to the Service is based. 
When the user makes a change to the Service, he automa:cally accepts that change by con:nuing 
to use the Service. The user is always free to stop using the Service. 

   



   

3.12 Dura4on, withdrawal, cancella4on, suspension, termina4on  

The Terms and Condi:ons are valid for the dura:on of use of the Service, Plakorm and/or IoT 
Devices.  

If the User wishes to terminate this Agreement, he will be required to perform an appropriate 
termina:on procedure by email. 

The Provider reserves the right to suspend and/or stop the use of the Service and this without 
recogni:on of any reimbursement and/or compensa:on, if he becomes aware, thus determines, at 
its sole discre:on, that the User has violated or is viola:ng the provisions of this Agreement, giving 
no:ce to the User by e-mail. 

The Provider reserves the right to any ac:on for redress and/or compensa:on or otherwise 
provided by the law on the person responsible for such viola:ons including the right to terminate 
the Contract. 

In the case of termina:on, without prejudice to the Provider’s right to compensa:on, the User 
shall not be en:tled to any refund. 

3.13 Applicable Law and Competent Court  

For all disputes that may arise between the Par:es regarding interpreta:on of the Agreement, the 
execu:on and termina:on of this Agreement falls under the competence of the jurisdic:on of the 
Court of Milan. 

These Terms and Condi:ons are governed by Italian law. 

Pursuant to and for the purposes of Ar:cles 1341 and 1342 of the Civil Code, the User declares 
that he has carefully read, understood, and that he specifically approves the content of the 
following clauses: 

3.5 Limits of the Service; 

3.6 Commitments by the User; 

3.7 Limits of liability by the Provider; 

3.8 Use of the License; 

3.9 Content; 

3.10 Right of use and intellectual property; 

3.11 Dura:on, withdrawal, cancella:on, suspension, termina:on; 

3.12 Applicable law and competent court. 

4. COOKIES 

   



   

Cookies and similar technologies are very small text documents or pieces of code that oren 
contain a unique iden:fica:on code. When you visit a website or use a mobile applica:on, a 
computer asks your computer or mobile device for permission to save this file on your computer 
or mobile device and access the informa:on. The informa:on collected through cookies and 
similar technologies may include the date and :me of your visit and how you use a par:cular 
website or mobile applica:on. 

4.12 Why do we use cookies? 

Cookies ensure that we can see how our website is used and how we can improve it. In addi:on, 
depending on your preferences, our cookies may be used to present you with targeted 
adver:sements that match your personal interests. 

4.13 What kind of cookies do we use? 

• Necessary cookies: 

These cookies are necessary for the proper func:oning of the website. Some of the 
following ac:ons can be performed using these cookies. 

o Save cookie preferences for this website 

o Save your language preferences 

o or Access to the portal.  

• Performance cookies: 

These cookies are used to collect sta:s:cal informa:on about the use of our website, also 
called analysis cookies. We use this data to op:mize performance and website. 

4.14 Func4onal cookies: 

These cookies allow a greater func:onality for visitors to our website. These cookies may be set by 
our external service providers or by our website. Features may or may not be enabled. 

4.15 How can I disable or remove cookies? 

You can choose not to accept all cookies except those required (currently, those concerning 
geoloca:on). 

You can also change your cookie preference sevngs via your Browser.

   


